Overview

The Information Security Committee’s focus is to ensure the confidentiality, integrity, and availability of the University’s information technology resources and data by safeguarding them from compromise, misuse, loss or damage caused intentionally or unintentionally. This assurance will allow the University to continue its mission critical operations of education, research, service, and administration. More specifically,

- Promote the cultural changes necessary to integrate information security standards and best practices into the University’s mission critical operations of education, research, service and administration;

- Review and endorse information security policy objectives, strategies, policies, standards and procedures proposed by the CISO;

- Promote and provide business support for information security initiatives throughout the university;

- Provide guidance and support in matters of compliance and enforcement when violations of security policies, standards, and procedures are discovered and investigated; and

- Collaborate with information technology system owners and data owners to construct and sustain a secure and scalable environment that:
  - Accommodates emerging technologies
  - Responds to a diverse and dynamic customer base
  - Maintains regulatory compliance, and
  - Minimize the University’s information security risk exposure

Membership

- Chief Information Security Officer, Chair
- Internal Audit
- Faculty Senate Technology Subcommittee
- Human Resources
- Department of Police and Public Safety
- Purchasing
- Information Technology

Meeting Frequency

The Information Security Committee will meet quarterly during the following months:

December
February
May
August